HOW SECURE IS YOUR DATA DESTRUCTION PROCESS?

60% OF COMPUTERS
(Ds, USB DRIVES
& OTHER DIGITAL STORAGE B e e ata

are just as susceptible
and need to be
properly destroyed

1GB OF DATA

|s the equivalent of
t0 650,000 sheets
o paper

PRINTERS & COPIERS
STORE RECORDS

of every document

that has been

scanned, printed,

faxed or emailed

s ERI

1-800- ERI DIRECT (374-3473)
WWW. ER|d|rect com

CELL PHONES & TABLETS
) contain nearly as much
personal information as
computers and laptops

STOP THINK
CONNECT"
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USED HARD DRIVES
TESTED BY MIT

IN THE END, THEY FOUND:

OVER 5,000 CREDIT
CARD NUMBERS

DETAILED PERSONAL
& CORPORATE
FINANCIAL RECORDS

GIGABYTES OF
PERSONAL EMAILS
AND PICTURES

28 DRIVES WERE NOT
WIPED OR SECURED
IN ANY WAY

1YEAR'S WORTH
OF ATM FINANCIAL
TRANSACTIONS
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